User Guide

www.tendacn.com

300M Wireless Router



Tenda

Copyright Statement

Tenda is the registered trademark of Shenzhen Tenda Technology Co., Ltd. All the products and product names mentioned herein are
the trademarks or registered trademarks of their respective holders. Copyright of the whole product as integration, including its accessories and
software, belongs to Shenzhen Tenda Technology Co., Ltd. Without prior expressed written permission from Shenzhen Tenda Technology Co.,
Ltd, any individual or party is not allowed to copy, plagiarize, reproduce, or translate it into other languages.

All photos and product specifications mentioned in this manual are for references only. Upgrades of software and hardware may occur; Tenda
reserves the right to revise this publication and to make changes in the content hereof without obligation to notify any person or organization of
such revisions or changes. If you would like to know more about our product information, please visit our website at
http://www.tendacn.com.



http://www.tendacn.com/

Tenda

Contents

COPYIIBht STAtEMENT ... ..ttt s s s s s s s s s s s s s s s s 0000 ssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssnnss 1
Chapter 1 ProdUCE OVEIVIEW ......cccceiiiiiiiiiiiiiiiiisssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssss 1
1 PACKAEE CONEENTS ...eeiuiieeiieeitteeitte ettt ettt e stt e ettt e sttt e ebte e sb e e e bt e e sbe e e bt e e sb e e e bt e e sa s e e aae e e sabeeaaeeesa b e e sb e e sabeeaas e e sabeeeabeesabeeembeesabeennseesabeennseenas 1
2 GELEING tO KNOW YOUT ROUTET ... ittt s 1
3 POSITION YOUT ROULEI ... ettt ettt e e sttt e e e s et et e e e e s s e et et e e e s e s n s eneeeeese s nnren et eeeeesannranneeeesesanrnnnneeeeean 1
Chapter 2 Installation and QUICK SETUP GUIE ........cciiiiiiiiiiiiiiiiiiciircssssssssssssssss s ssssssss s s s s s s s s s s s s ssssssssssssssssssssssssssssssssssssnsnnnnnnes 2
1 PRYSICAl INSTAIIATION ...ttt ettt st eeh et e st eeat e e s a b e e e bt e e s hb e e be e e sas e e eas e e sabeeeabeesabeeeabeesabeesnbeesabeesnreenas 2
0 R =T o1 - | 4 o] o E OO P PP PPTPPPPPPNE 2
1.2 PhySIiCal INSTAIATION ...ttt ettt s bt e b e s bt e bt e s b et e b e e sbe e e be e s b e e e sabe e bt e e saneeaneeesaneenneeas 2

2 INtErNEt CONNECTION SETUD .oiiuiiiiiiiiiii ettt ettt e e e e e et a e e e s b et e e e s b e e et aabae e e sbae e e e s b e e e sesaeeesanbeeeesanaeesanns 1
B R @o Yo 7= YN = SRR 1
2.2 LOZ IN 1O WED IMIANAEET ... .eetiee et cetee ettt ettt e ettt e e et e e e sttt e e e e et e e e s asaeeaaataeeeanstaeesansaeeesasseeeanssaeesassseeesssseeeannsaessansseeesssennnn 1
2.3 INTEINET CONNECTION SEUUD tutttttiittitittttetetttertrererererererererer.—————————.—.—.—................................................................................. 3

3 Verify INternet CoONNECTION SETLINES ..coiuviiiiieiiee ettt ettt et b et e sbe e s bt e bt e s be e e s ab e e bt e e sseeebteesaneesseeesaneeneees 4
4 .CONNECE 10 DEVICE WITIESSIY . .eeeiiiiieieetie ettt et s bttt b et e bt e sttt e bt e s be e e bt e s beeeabeesabeeeaseesabeeenaeesabeeenneenanes 5
VL O] o<1 Ao [T PRSP PR OPRPRPI 5
WiINAOWS XP OPEIALION «..ceiutiiiieteitte ettt ettt ettt set et e s bt e sttt e s ab e e sae e e sab e e sut e e sabeeeateesabeeeaseesabeeaaseesaseeaabeesabeenabeesabeeeaseesabeeenbeesabeeanteesas 9
Chapter 3 AdVanced SEEINES.....cccccciiiiiiriiiiiieieirisssesssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssnsssnssnnnnnsnnnnnes 11
Yo 1V o Tol=To H T PP TP TP PO PO PSP P PO PP PP UPPPPTOPPPRINt 11
0 R - | (U [P PSP OUPPPPPPTTRt 11
1.2 INTErNET CONNECTION SETUP ..eeuviiuiieiiietiesteeteete ettt ettt et e st e st e e be et e e s besatesatesaeesaeesseenteenteeatesstesbeenbeenbesnsesatesaeesseenseenes 11
L.3 IMIAC ClONE. .. ettt ettt e e e e e e et e e e e e e e ee e aabaeeeeeesesasbaaaeaeeeesassbaaaeaeeaesassssaaaeeeesaassssaassaeesenssssaseeeeseaasssseneeeesennsnses 15
IR BTN (VY o1 <T=T o PSRRI 15
T.5 LAN SEULINGS ...vviieeiiiie ittt ettt e ettt e sttt e e ettt e e e e taeeesbaee e e ttaeeeassaaeesasssaeanstseeaanssaeesassaeeanssaeeeanssasesassaeeeantsaseanssasesanseeeesnsreennnes 15
O BN T <l o [ =TT T TP PP UPRP PPN 16
1.7 DHCP SEIVEL «.ceeeeeeeteee ettt ettt et e e e sttt et e e e s e s ettt et e e e aaana b et et eeeaaaansbe e e e e e e e e s nsbe b et eeeeesaanse bbb e e eeesannnnbbbeeaeeaeannbaneeeeesenanren 16
1.8 DHCP ClIENE LISt .eeiuveiieiiesieeiiiesiteesteesiteesteesiteesteesseesateesseesabeessseessteessseesasesssseesasessnseesssessssessssessnsessnsesensessnsesensessssesensessnses 16

B VAT e [T =Y a1 ¥ =P UPR 17
P2 B T Y T S (ol =l ] =L ST ST PP 17
2.2 WWITEIESS SECUIILY ..vviieiuiieeeiiieeeeitteeeeetteeesteeeeeetteeeeetaeeeesabeeeeessaeesasseaaaastsseaasssseesssseaassssesasssaeeaasbeseanssaseeanssseesnsbeseanssseesansens 17
2.3 ACCESS CONEIOl ...ttt ettt et s e st e s bt e s bt e sabeesabeesab e e sabeesabeesabeesabeeeaseesabeeeaseesabeeeaseesabeesaseesabeananeesas 19
P T Y [T oA =T [o [ SRS 20
2.5 WIireless CONNECLION STAtUS ...cocuviiiieiiiieiiiieeeitiee e ettt sttt e e sttt e e e a et e ssabte e e sbeeeeeaabeeessabbeeesabbeeeeaabbeeeeansaeesnseaeeanbbeeeansaeesanrees 27

70 1o 1TSS 28
3.1 BaNAWIAth CONTIOL .. .eeeiiieiee ettt ettt e e ettt e st e e e sab bt e e e aabe e e s e abbeeesasbeaeeaabbeesaasbeeesnbeaeeanbbeeeensaeesanrees 28
T 1 1 o] A1) TSR 28

O Y o o] [T 1 4 oY F-J U UURUO PSRRI 29
oYl =T oY eI o T VY= o |1 Y -SSR 29
B2 DIMIZ HOSL ..ttt ettt ettt ettt ettt et ettt e h e s bt e e s hte e s bt e e sht e e bt e e s bt e e bt e e bt e e bt e e s abeehe e e eh b e e bt e e ehe e e bt e e eh b e e aRt e e eabeenhb e e sabeenateesabeenarees 30
B3 DDINS ..ttt ettt ettt ettt ettt ettt et e h e h et e h et e sh e e e hte e sh et e bt e e ehe e e bt e e ah e e e Rt e e eh b e e Rt e e ehee e bt e e eabe e R eeeeh b e e nateeeabeenhteesabeennteesabeenarees 31
A4 UPNP SEELINES ©vveeiiiiiieiiiiieit e e eeeiit ettt e e es sttt e e e s e st taeeeeeesesastaeeeeeseesassbaraeeeesesasssasaeaeesesasssansaeeesesanssssseeeesssanssnssnneesssnnsnssennes 31
A5 STATIC ROUTING e nann 32
ol (oYU N 0T =1 o] LT USRI 32

D SBCUIIEY tuveiiitieeitee ettt ettt e ette ettt e st te e sttt e s tte e teeestae e aae e saeesae e aseeasse e st e easseesaseeasseesateeasseesaseeaaseeataeeenbee et eeanteeebeeenseeeraenreesreeareeans 33
LT IO LI T Y= 4 =SSR 33
LI Y VX O Yo [ [ T 1 =Y Y=l Y= SRS 33
LT I 11T o o T Y =] T V£ PSSR 35

(3 Lo To ] TP PP OPPRPPPRON 36
LT8R 2(=Y oo Lo | SO OO OO OO PUPOR PRSP 36
(SR (T do =R (o3 o= Yot do] AV DI - [V ] | TP PPU 36
5.3 BACKUP/RESTOIE ...ttt et eete et e et e e et e et e e ete e e te e e bee e besebeeeabeeebeeeabeeeasaeeabeeeaseeenbeeeaseesateeensesensasenseesnseesnsessseesseeans 36
(S IV o - U PP 37
6.5 REMOTE WED IMANAZEMENT ......uiiiiiiiee ettt e e ettt e e e e e et te e e e e e e seeaaataeeeaeeeeasstaaseaaaeeaaasbasaeaaseesannsasaaeeaassansnsraneas 37

(S ST 10 4 TR T =S PPP PP PPPPPPPPPPPPPPPPPPPIR 38

(o @ T T =Ll = T o o SRS 38



Tenda

6.8 Upgrade

............................................................................................................................................................................... 38
APPENIX 1 CONFIGUIE PC....iiiieiiiiiiiiiiiiiiiiiiinn i e s e s e e s s e s e s s e e s e e s e s e e s s s s e s s e s e sesssesesesssssssssssssssssnesssesssseseesssesensensensnnsnnnnns 40
Appendix 2 Join @ Wireless CONNECLION......cccciiiiiiiiiiiiiciciiciccrrrerrrrre e e e e e s e e e s e s e e s s s s s s s e s s s s s e s sessssesssesseesseesssssensnneansnnnnnnnns 45
1Y o] o 1Ty e [ 2 27 Y LT UTPTPPPUTPPRt 50
Appendix 4 Remove Wireless Network from YOUr PC.........ccciiiiiiiiiiiiiiiiiiissssssssssnsssssnssssssssssssssssssssssssssssssssssssens 51

Appendix 5 Safety and Emission Statement



Tenda User Guide

Chapter 1 Product Overview

1 Package Contents

Unpack the box and verify that the package contains the following:
®  Wireless Broadband Router

Power Adapter

Quick Install Guide

Ethernet Cable

Resource CD

If any of the above items is incorrect, missing, or damaged, please contact your Tenda reseller for immediate replacement.

2 Getting to Know Your Router

Before you cable your router, take a moment to become familiar with the front and back panels and the label. Pay particular attention to the
LEDs on the front panel.

& Front Panel

O o0 T @D DO 9o T

PWR SYS WPS WiFi LAN3 LAN2 LAN1 WAN

Front LED Overview:

LED Status Description
Solid LAN port connected correctly
LAN (1/2/3) | Blinking | LAN port is transferring data
Off LAN port connected incorrectly
Solid WAN port connected correctly
WAN Blinking WAN port is transferring data
Off WAN port connected incorrectly
Blinking Indicates system is functioning properly
SYS Solid/Off | Indicates system is functioning improperly
Solid Indicates a proper connection to the power
PWR supply
Off Indicates an improper connection to the

power supply
Blinking Device is performing WPS authentication on

WPS a client device
Solid WPS is enabled.
Off WPS is disabled or WPS authentication
finished.
Blinking Transferring data.
WiFi Solid WiFi is enabled.
Off WiFi is disabled.
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& Back Panel

LAN3 LAN2 LAN1 WIFI  WPS/RST PWR |
Back LED Overview:
Port Function Description
PWR The power adapter is connected and you can use the
provided adapter to supply power.
WAN Usually for connecting Ethernet cable.
LAN 1/2/3 Usually for connecting computers, switches .etc.

When you press this button for 7 seconds, files set by the
router will be deleted and restored to default factory; for

WPS/RESET 1 second, WPS-PBC will be enabled and the WPS LED
will be blinking accordingly.
WiFi When WiFi is disabled, the WiFi LED will be off.

3 Position Your Router

For best performance, please keep your router:

® Near the center of the area where your computers and other devices operate, and preferably within line of sight to your wireless devices.

® Accessible to an AC power outlet and near Ethernet cables for wired computers.

® In an elevated location such as a high shelf, keeping the number of walls and ceilings between the router and your other devices to a
minimum.

® Away from electrical devices that are potential sources of interference, such as ceiling fans, home security systems, microwaves, PCs, the
base of a cordless phone, or a 2.4-GHz cordless phone.

® Away from any large metal surfaces, such as a solid metal door or aluminum studs. Large expanses of other materials such as glass,

insulated walls, fish tanks, mirrors, brick, and concrete can also affect your wireless signal.
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1 Physical Installation

1.1 Preparation

Chapter 2 Installation and Quick Setup Guide

Before connecting Ethernet cables, please verify the following items:

Item

Description

Wireless Broadband Router

Used with the provided power adapter

PC

Installed with IE8 or other better web browsers.

Ethernet Cable

Used for linking the PC to the router

Broadband Service

Provided by network service corporation

Internet Connection Setup

%>

If you connect to the Internet using a broadband connection that requires a username and a
password provided by your ISP, please Select PPPOE;

If your ISP provides all the needed information: IP address, subnet mask, gateway address, and
DNS address(es), please select Static IP;

If you can access Internet as soon as your computer directly connects to an Internet-enabled
ADSL/Cable modem, please select DHCP;

If your ISP uses a PPTP connection, please select PPTP;

If your ISP uses an L2TP connection, please select L2TP;

PPPoE Dual Access (only supported in special Area e.g.Russia.).

1.2 Physical installation

1. Connect one end of the included power adapter to the device and plug the other end into a wall outlet nearby.(Using a power adapter with a
different voltage rating than the one included with the device will cause damage to the device)

Power Outlet

Power Adapter

LAN3 LAN2 LAN1 WIFI  WPS/RST PWR | |
d

eooT . .l
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2. Connect one of the LAN ports on the Device to the NIC port on your PC using an Ethernet cable.

Power Outlet

1
N7

Power Adapter

FE-- |

%f Ethernet Cable

3. Connect the Ethernet cable from Internet side to the WAN port on the device. If it is connected to the telephone line, please link the telephone
line to the MODEM and connect the MODEM to the WAN port on the device.

Telephone Line
Internet

N

Power Outlet

1 ||
\ 7

S b
ggé ‘Te\ephone Line ADSL MODEM
WA _
Telephone . ¥ - r
Telephone Line J -[ Ethernet Cable

4. When connected, log in to Web manager to set up Internet connection.
2 Internet Connection Setup

2.1 Configure PC
Configure your PC obtain IP address automatically. If you are not clear about this, please refer to Appendix 1 Configure PC.

2.2 Log in to Web Manager
1. Launch a web browser, such as IE Web browser;

€

Internet
Explorer

2. In the address bar, input 192.168.0.1 and press Enter;

(::' Home — Tindows Internet Explorer

@]::: v || http://192.168.0.1/
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3. Enter admin in the password field on the appearing login window and then click OK.

Tenda 11N Wireless Router Login Screen - M ft Internet Explorer

File Edit view Favorites Tools Help

Address | &) httn://192, 168.0. 1/lagin.asp

Login

Default: admin

Password:

OK Cancel

4. Now you may access the device’s home page for quickly setting up Internet connection and wireless security.

Internet Connection Setup

Internet Connection Type € PPPoE & DHCP

For other connection types, click "Advanced”

Wireless Security Setup
Security Key ressenee

Default: 12345678

OK Cancel

5. If you fail to log in to it, please refer to Appendix 3 FAQs.
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2.3 Internet Connection Setup
Common Internet connection types are available on the home page: PPPoE and DHCP.

DHCP

Select DHCP (Dynamic IP) if you can access Internet as soon as your computer directly connects to an Internet-enabled ADSL/Cable modem;
configure a security key (8-63 characters) to secure your wireless network and then click OK.

Internet Connection Setup

Internet Connection Type O PPPoE ® DHCP 1

For other connection types, click "Advanced”

Wireless Security Setup

Security Key sssscsns 2

Defaul: 12345678

PPPOE

Select PPPoE (Point to Point Protocol over Ethernet) if you used to connect to the Internet using a broadband connection that requires a
username and a password. Enter the user name and password provided by your ISP; configure a security key to secure your wireless network and
then click OK.

Internet Connection Setup

Internet Connection Type | (&) PPPoE ‘ O DHCP

1

PPPOE Username 075502462880@163.0d]

PPPOE Password | eeesescceccs

——2

For other connection types, click "Advanced”

Wireless Security Setup

e }-=s

Default: 12345678

1

ANote:

1. DHCP is the default Internet connection type;
2. If you are not sure about your PPPOE username and password, contact your Internet service provider (ISP) for help. For other Internet
connection types, please go to section 1.2: Internet Connection Setup.
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3 Verify Internet Connection Settings

System automatically skips to the status page when you finish all needed settings on the home page. Here you can see the system status and
WAN connection status of the device.
1. If you find "Connected" and a WAN IP address displayed there (as shown below), you have got a wired internet access now.

2. If connection status displays

Internet Connection Setup

DHCP Client List

Advanced Wireless Applications

WAN 5Status

Connection Status ~ Connected

MAC Clone Internet Connection Type ~ DHCP

WANIP  192.168.10.10
el SubnerMask  255.255.255.0
e Gateway  192.168.10.1

. ONS Server  100.100.100,100
Al A
DNS Sertings ternate DNS Server
Connection Time ~ 00:01:33

DHCP Server

Release Refresh |

"Disconnected" and there is no WAN IP address displayed (as seen below), connection between the

Internet-enabled modem and your device may have failed. Please double check or re-connect all involved devices and cables properly and then
refresh the page. If nothing is wrong, "Connecting” or "Connected" will be displayed.

Internet Connection Setup

Advanced Wireless Applications

WAN Status

Connection Status

MAC Clone Internet Connection Type ~ DHCP
WAN Speed WAN IP
LAN Settings Subnet Mask
DNS Settings Gateway
DHCP Server DNS Server
DHCP Client List Alternate DNS Server
Connection Time ~ 00:00:00

Diagnose Connection Status

Disconnected

Please check hardware connection of the WAN port

3. If "Connecting" is displayed and no WAN IP address is seen, try refreshing the page five times. And if it still displays "Connecting" try steps

below:

1). Contact your ISP for assistance if you are using the DHCP connection type.

2). Read the connection diagnostic info on WAN status.

Internet Connection Setup

Advanced Wireless Applications

WAN Status

Connection Status CDHHEC[II‘IQ
MAC Clone Internet Connection Type ~ DHCP
WAN Speed WAN IP
LAN Settings Subnet Mask
DNS Settings Gateway
DHCP Server DNS Server
DHCP Client List Alternate DNS Server
Connection Time ~ 00:00:00

Diagnose Connection Status

Flease check hardware connection of the WAN port.
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ANote:

Below diagnostic info will be displayed on particular occasions for your reference:

®  You have connected to Internet successfully.

®  You might have entered a wrong user name and/or a wrong password. Please contact your ISP for the correct user name and password and
enter them again.

®  FEthernet cable is not connected or not properly connected to the WAN port on the device. Please reconnect it properly.

®  No response is received from your ISP. Please verify that you can access Internet when you directly connect your PC to an Internet-enabled
modem. If not, contact your local ISP for help.

4 Connect to Device Wirelessly

Having finished above settings, you can search the device's wireless network (SSID) from your wireless devices (notebook, iPad, iPhone, etc)
and enter a security key to connect to it wirelessly.

WIN7 Operation

1. If you are using Windows 7 OS, do as follows:
1)  Click Start and select Control Panel.

Paint

Internet Explorer

Documents
Google Chrome

Pictures
VLC media player

Music
Windows Media Player

Computer
Wireshark

Control Panel
Calculator

Devices and Printers

Getting Started
Default Programs

Connect to a Projector
Help and Support

Snipping Tool

Sticky Notes

> All Programs
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2)

Click Network and Internet.

F——r=T ]

-
@O-@ » Control Panel »

~ [ 43 | [5earch Control Panel

2]

Adjust your computer’s settings

System and Security
Review your computer's status
Back up your computer

Find and fix problems

Network and Internet

Connect to the Internet

View network status and tasks

Choose homegroup and sharing cptions

Hardware and Sound
View devices and printers
Add 3 device

Programs

Uninstall a program

8,

s
o |

Viewby: Category =

User Accounts and Family Safety
&) Add or remove user accounts
) Set up parental controls for any user

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods
Ease of Access

Let Windows suggest settings
Optimize visual display
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3)

4)

5)

Click Network and Shari

ng Center.
> W B -
@\J'l@ » Control Panel » Network and Intemet » ~ [ 43| search Controt Panel =)

Control Panelbiogs l A& Network and Sharing Center]

System and Security
e Network and Internet
Hardware and Sound

Programs

User Accounts and Family
Safety

Appearance and
Personalization

Clock, Language, and Region

Ease of Access

View network status and tasks | Connect te a network | View network computers and devices
Add @ wireless device to the network

Q% HomeGroup

Choose homegroup and sharing options

Internet Options
Connecttothe Intemet | Change your homepzge | Manage browser add-ons

Delete browsing history and cookies

Click Change adapter settings.

& en

-zﬁlg

GO

» Control Panel » Network and Internet » Network and Sharing Center

~ [ 49 ][ Search Control Panel

r

Control Panel Home

Manage wireless networks

Chang
settings.

See also
HomeGroup
Intemet Options

‘Windows Firewall

View your basic network information and set up connections

b See full map
w —x— @

TEST-PC Internet

(This computer)

View your active networks

Connect to a network
You are currently not connected to any networks.

Change your networking settings

e

o
&
=

Set up 2 new connection or network

Set up & wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a rauter or access point.

Connect to a network

Connect of reconnect to 2 wircless, wired, dial-up, or VPN network connection.

Choose homegroup and sharing options

Accessfiles and printers located on other network computers, or change sharing settings.

Troubleshoot prablems

Diagnese and repair network problems, or get troubleshooting information.

@

| —
Select a desired wireless connection and click Connect/Disconnect.

A

L" Wireless Network Connection8 | i~

--..u_!f Mot connected
ofll 502110 USB Wirel

Wireless Mef

Disable

Connect { Disconnect
Status

Diagnose
'@.‘ Bridge Connections

Create Shortcut
Delete
@.‘ Fename

'@.‘ Properties

pC
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6)  Select the wireless network you wish to connect and click Connect.

-
AirLink0000c8 M
NG 1!!5!
test_kiss qﬂ!! =
Tenda_home ‘.ﬂ“
Connect automatically
test_xhh_N300 "
W45AP_For_TEST Tl
Andy_5G T
Tenda_000058 o
IPCOM_Guest_000165 o

!l Tenda_000080 o .

!

Open Netwerk and Sharing Center

7)  Enter the security key and click OK.

@ Connect to a Network

Type the network security key

i Security key: sessssan

[V Hide characters

8)  You can access Internet via the device when "Connected" appears next to the wireless network name you selected.

Currently connected to: & =

Tenda_home :

" Internet access 3

Wireless Network Connection »: i
Tenda_home Connected ﬁ‘“
AirLink0000¢8 T
Broadcom2.4g ﬁﬂ!
W45AP_For_TEST M
NG M
test_xhh_N300 ﬁﬁ!
Andy_5G T

test_kiss ‘.\“‘ v

Open Network and Sharing Center
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Windows XP Operation

2. If you are using Windows XP OS, do as follows:
1) Click Start and select Control Panel.

My Documents
My Computer

My Network Places

Control Panel

Connect To

Wi Media Player

s Printers and Faxes
Windo

Help and Support

Settings Transfer

Ralink Wireless Utility

All Programs

2)  Click Network Connections.

Ele Edit View Favorites Tools Help

Qe - @ - | O seach [P roders | [F-

Agdress @ Control Panel [ B
R vindows Update ficcecebiity AddHardware  Addor  Administrative  Automatic DateandTme  Display
Options_ Remov... Tools Updates
@) fi=lo and Support
e A & Las
e P o= D@
Folder Options Fants Gam Internet  Keyboard Mause Netnark
Controllers Options Comnections

O b % L @ 2

Network Setup  Phone and  Portable Media Power Options  Printers and  Regional and  Scanners and

Wizard Modem ... Devices anes Language ... Cameras
2 € 9 & W i
Scheduled Security Sounds and Spesch System Taskbar and  User Accounts
Tasks Center Audio Devices Start Menu
% _aM
Windows Wireless

Frewal  Netwark Set...

3) Right click Wireless Network Connection and then select View Available Wireless Networks.
LAM or High-Speed Internet

Dizable

Local Area Yiew Available Wireless Networks

Connection

Repair

Bridge Connections

Create Shaortcut

L]

Rename

Properties
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4) Select the desired wireless network, click Connect, enter the security key and then click OK.
;11 Wireless Netwrok Connection

Network Tasks Choose a wireless network

g Refresh network list Click an item in the list below to connect to a wireless network in range or to get more
information.

;‘.2 Set up a wireless network Tenda_home
for @ home or small office

o :
W Security-enabled wirel

To connect to th
Related Tk additional information.
\dJ Learn about wireless
h networking

Change the order of
preferred netwarks

C}'a Change advanced

settings The netwark ‘Tenda_home' requires & netwark key (also called a WEP key or WPA key). A

network key helps prevent unknown intruders from connecting to this network.

Type the key, and then dick Connect.

Metwork key:

Confirm network key: |.""...

Connect

5)  You can access Internet via the device when "Connected" appears next to the wireless network name you selected.

"Wireless Netwrok Connection =
Hetwork Tasi Choose a wireless network
e Refresh network list Click an item in the list below to connect to a wireless network in range or to get more
<2 Setup a wireless network (@) Tenda_home Connected ﬁ -~
for a home or small office ? =
't Security-enabled wireless network (WPA) l.“!
Related Tasks ((?)) U= Leg!
\3) Learn about wireless Unsecured wireless network l.“[l
TR TEST 5G SSID 4
(9))
ﬁ Change the order of
preferred networks Unsecured wireless netwark l.“[l
G5 Change advanced ((y) W1SUOR DLNA
settings
Unsecured wireless network ln[lu[l
Andy_5G
((in) e
I’l) Security-enabled wireless network (WPA) l.“[l
Tenda_5_00008C
(« i)) enda_5_|
Unsecured wireless network l.[lun [ﬂ

=

10



Tenda User Guide

Chapter 3 Advanced Settings

1 Advanced

1.1 Status

Here you can see at a glance the operating status of the device. If WAN port displays Disconnected, please refer to 3 Verify Internet Connection
Settings.

WAN Status

Internet Connection Setup Connection StatUS  Commecred

MAC Clone Internet Connection Type  DHCP
WAN Speec WAN IP
LAN Settings Subnet Mask
DNS Sattings Cateway
DHCP Servar DNS Sarver
DHCP Client List Alternate ONS Server

Conngection Time  00:00:00

Ciagnose Connection  Please check hardware connection of the WAN gort.
Status

System Status

LAN MAC Agdress  C8:3a:35:00:00:90
WAN MAC Address  C8:9C0C:54:90:77
System Time  2011-04-01 08:18:34
Running Time 08:18:38
Connected Client 1
System Varsion VS5.07.58_en

Hardware Version vi.o

1.2 Internet Connection Setup

PPPOE

Select PPPoE (Point to Point Protocol over Ethernet) if you used to connect to the Internet using a broadband connection that requires a
username and a password and enter the user name and password provided by your ISP.

Advanced Wireless

Status Internet Connection Setup
Internet Connection Type PFPoE j

MAC Clone

PPPOE Username
WAN Speed

PPPoE Password
LAN Settings

MTU | 1482

B s (The default value is 1492. Do not medify it unless
- required by your ISP.)
DHCP Client List Service Name

{Only enter this information if instructed by ISP}

Server Name

(Only enter this information if instructed by ISP}

Select the corresponding connection mode according to your situation.
% Connect automatically: Connect automatically to the
Internet after rebooting the system or connection

failure.
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Static IP

Select Static IP if your ISP provides all the needed info. You will need to enter the provided IP address, subnet mask, gateway address, and DNS
address(es) in corresponding fields.

Home Wireless Qos

Applications

MTU

1500

Status
— L) Internet Connection Type [Static\P j !:)
MAC Clone o
IP Address [192 165.100.90 [@
WAN Speed
Subnet Mask  fos5 255 255.0 [@
LAN Settings
Gateway  [182168.100.1 | @
DNS Settings
DNS Server 2.16.100.205
T B N I’W; 16.100.205 l@
DHCP Client List Alernate DNS Server 28838 (Optional)

(The default value is 1500 Do not modify it unless

required by your ISP.)

@ cancel

QoS

Applications

]

Do not maodify it unless

1. Click Advanced.
2. Click Internet Connection Setup.
3. Internet connection Type: Select Static IP.
4. IP Address: Enter the IP address provided by your ISP. Consult your ISP if you are not clear.Consult your ISP if you are not clear.
5. Subnet mask: Enter the subnet mask provided by your ISP.
6.  Gateway: Enter the WAN Gateway provided by your ISP.
7.  DNS Server: Enter the DNS address provided by your ISP.
8.  OK: Click it to save all your settings.
DHCP
Select DHCP (Dynamic IP) if you can access Internet as soon as your computer directly connects to an Internet-enabled ADSL/Cable modem.
Home Advanced Wireless
Status
Internet Connection Type CHCP
MAC Clone MTU 1500
WAN Speed (The default value is 1500
required by your I5P.)
LAN Settings
DNS Settings
OK Cancel
DHCP Server
DHCP Client List

® Internet connection Type: Select DHCP.

® MTU: Maximum Transmission Unit. DO NOT change it from the factory default of 1500 unless instructed by your ISP. You may need to
change it for optimal performance with some specific websites or application software that cannot be opened or enabled:; in this case, try

1450, 1400, etc.
® OK: Click it to save your settings.

PPTP

Select PPTP (Point-to-Point-Tunneling Protocol) if your ISP uses a PPTP connection. The PPTP allows you to connect a router to a VPN server.

For example :

A corporate branch and headquarter can use this connection type to implement mutual and secure access to each other’s resources.

12
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Status

MAC Clone

WAN Speed

LAN Settings

DNS Settings

DHCP Server

DHCP Client List

Home Advanced Wireless QoS
Internet Connection Type PPTP
PPTP Server Address
Usernam
Password
MTU | 1452
Address Mode | Dynamic
IP Address
Subnet Mask
Gateway
Ok Cancel

Applications

Internet connection Type: Displays the current Internet connection type.
PPTP Server Address: Enter the IP address of a PPTP server.

User Name: Enter your PPTP User Name.

Password: Enter the password.
MTU: Maximum Transmission Unit. DO NOT change it from the factory default of 1492 unless instructed by your ISP. You may need to

change it for optimal performance with some specific websites or application software that cannot be opened or enabled; in this case, try

1450, 1400, etc.

® Address Mode: Select "Dynamic" if you don’t get any IP info from your ISP, otherwise select "Static". Consult your ISP if you are not

clear.

® IP Address: Enter the IP address provided by your ISP. Consult your ISP if you are not clear.

® Subnet mask: Enter the subnet mask provided by your ISP.

® Gateway: Enter the WAN Gateway provided by your ISP. Consult your ISP if you are not clear.

L2TP

Select L2TP (Layer 2 Tunneling Protocol) if your ISP uses an L2TP connection. The L2TP connects your router to a L2TP server.

For Example :

A corporate branch and headquarter can use this connection type to implement mutual and secure access to each other’s resources.

Status

MAC Clone

WAN Speed

LAN Settings

DNS Settings

DHCP Server

DHCP Client List

Home Advanced Wireless Qo5
Internet Connection Type L2TP
L2TP Server Address
Usernam
Password
MTU | 1452
Address Mode Dynamic
IP Address
Subnet Mask
Gateway
Ok Cancel

Applications

Internet connection Type: Displays the current Internet connection type.
L2TP Server Address: Enter the IP address of a L2TP server.

User Name: Enter your L2TP username.
Password: Enter the password.

MTU: Maximum Transmission Unit. DO NOT change it from the factory default of 1492 unless instructed by your ISP. You may need to

change it for optimal performance with some specific websites or application software that cannot be opened or enabled; in this case, try

13
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1450, 1400, etc.
® Address Mode: Select "Dynamic" if you don’t get any IP info from your ISP, otherwise select "Static". Consult your ISP if you are not
clear.
IP Address: Enter the IP address provided by your ISP. Consult your ISP if you are not clear.
Subnet mask: Enter the subnet mask provided by your ISP.
Gateway: Enter the WAN Gateway provided by your ISP. Consult your ISP if you are not clear.

Note:

PPPOE, PPTP and L2TP cannot be used simultaneously!

For PPTP and L2TP Internet connections, only Static IP or Dynamic IP is available.
Note that PPTP and L2TP may not be available on some products.

PPPoE Dual Access

PPPoE dual access only supported in special Area e.g.Russia.

...I>...

Home Advanced Wireless QoS Applications

Status

MAC Clone
WAN Speed
LAN Settings

DNS Settings

tvalue is 1432. Do not madify it unless

DHCF Server

DHCP Client List Service Name

is 1500. Do not modify it unless

QK Cancel
® Internet connection Type: Displays the current Internet connection type.
®  PPPoE User Name: Enter the User Name provided by your ISP.
®  PPPoE Password: Enter the password provided by your ISP.
® MTU: Maximum Transmission Unit. DO NOT change it from the factory default value unless necessary.
®  Service Name: Description of PPPoE connection. Leave blank unless otherwise required.
®  Server Name: Description of server. Leave blank unless otherwise required.
®  Address Mode: Select "Dynamic" if you don’t get any IP info from your ISP, otherwise select "Static". Consult your ISP if you are
not clear.
®  |P Address: Enter the IP address provided by your ISP. Consult your ISP if you are not clear.
®  Subnet mask: Enter the subnet mask provided by your ISP.
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1.3 MAC Clone

Some Internet service providers (ISPs) require end-user’s MAC address to access their network. This feature copies the MAC address of your

network device to the router.

Status

Internet Connection Setup
WAN Speed

LAN Settings

DNS Settings

DHCP Server

DHCP Client List

Advanced

MAC Clone

MAC Address C8:9C:DC:54:90:77
Restore Default MAC Clone MAC Address

OK Cancel

® MAC Address: Configure device’s WAN MAC address.
® Clone MAC Address: Click to copy your PC's MAC address to the device as a new WAN MAC address.
®  Restore Default MAC: Reset device’s WAN MAC to factory default.

1.4 WAN Speed

Here you can set the speed and duplex mode for WAN port. It is advisable to keep the default Auto setting to get the best speed.

1.5 LAN Settings

Status

Internet Connection Setup
MAC Clone

LAN Settings

DNS Settings

DHCP Server

DHCP Client List

Choose The WAN Speed

AUTO
10M HALF-duplex

I
I
' 10M FULL-duplex
€ 100M HALF-duplex
I

100M FULL-duplex

Click Advanced > LAN Settings to enter the screen below:

Status

Internet Connection Setup
MAC Clone

WAN Speed

DNS Settings

DHCP Server

DHCP Client List

LAN Setrings

This page is used to set the basic network parameters for LAN.

LAN MAC Address  C8:3A:35:00:00-90

IP Address 192.168.0.1

Subnet Mask 255.255.255.0 j

QK Cancel
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OK: Click to save your settings.

&Note:

LAN MAC Address: Displays device's LAN MAC address, which is NOT changeable.
IP Address: Device's LAN IP address. The default is 192.168.0.1. You can change it according to your need.
Subnet Mask: Device’s LAN subnet mask, 255.255.255.0 by default.

If the default IP address is changed, you must enter the new IP address to log in.

1.6 DNS Settings

DNS is short for Domain Name System or Domain Name Service.

Status

Internet Connection Setup

MAC Clone

WAN Speed

LAN Settings
e

DHCP Server

DHCP Client List

Home

Qos

Enable Manual DNS

Assignment

Primary DNS Address | 172.16.100.205 @
Alternate DNS Address  |88.8.3 (5)

Note: To activate new settings, you must reboot the device

e=]

Cancel

Applications

(Optional)

Enable Manual DNS Assignment: Check to activate DNS settings.

Alternate DNS Server: Enter the other DNS address if your ISP provides such addresses (optional).

°
®  Primary DNS Server: Enter the primary DNS address provided by your IPS.
°
°

OK: Click to save your settings.

&Note:

® \Web pages are not able to open if DNS server addresses are entered incorrectly.
e Do remember to reboot the device to activate new settings when you finish all settings.

1.7 DHCP Server

The Dynamic Host Configuration Protocol (DHCP) is an automatic configuration protocol used on IP networks. If you enable the built-in DHCP
server on the device, it will automatically configure the TCP/IP settings for all your LAN computers (including IP address, subnet mask, gateway
and DNS etc), eliminating the need of manual intervention. Just be sure to set all computers on your LAN to be DHCP clients by selecting
"Obtain an IP Address Automatically” respectively on each such PC. When turned on, these PCs will automatically load IP information from the
DHCP server. (This feature is enabled by default. Do NOT disable it unless necessary).

Status

Internet Connection Setup

MAC Clone

WAN Speed

LAN Sertings

DNS Settings

DHCP Client List

Home Advanced Wireless QoS
DHCP Server  [# Enable
IP Pool Start Address  192.168.0. 100
IP Pool End Address  192.168.0. 150
Lease Time One day
OK Cancel

Applications

1.8 DHCP Client List

DHCP Client List displays information of devices that have obtained IP addresses from the device’s DHCP Server. If you would like some
devices on your network to always get the same IP addresses, you can manually add a static DHCP reservation entry for each such device.
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Status

Internet Connection Setup

MAC Clone

WAN Speed

LAN Settings

DNS Settings

DHCP Server

Home Advanced Wireless Qos Applications
P Address [192.168.0. 123 @

S al CHEHCHENENE | 8 [©)

NO. IP Address MAC Address Delete
192 1680123 00-B0-C2-03-58:C5 Delete

Refresh
Host Name IP Address MAC Address Lease Time
INVE-20130520ND 192.168.0.101 C8:9C:DC:34:90:77 00:00:24

O/ e

OK: Click to save your settings.

&Note:

IP Address: Enter the IP address for static DHCP reservation.
MAC Address: Enter the MAC address of a computer to always receive the same IP address (the IP you just specified).
Add: Click to add the entry to the MAC address reservation list.

If the IP address you have reserved for your PC is currently used by another client, then you will not be able to obtain a new IP address from the
device's DHCP server, instead, you must manually specify a different IP address for your PC to access Internet.

2 Wireless Settings

2.1 Wireless Basic Settings

If you want to create a WLAN for sharing Internet connection, simply click Wireless-> Wireless Basic Settings.
name it whatever you like. For example, select 2437MHz (channel 6) and leave other options unchanged and then click OK.

Wireless Security

Access Control

Wireless Extender

Wireless Connection Status

Home

Adwvanced Wireless QoS Applications

® Enable i Disable

€ Enable  # Disable

T
o 20 ® 20040

Channel 2(2417MHz] =

apable  ® Enable 7 Disable

© Enable i Disable

High =

QR -

Change the SSID, you can

® SSID: This is the public name of your wireless network. The default is Tenda XXXXXX. XXXXXX is the last six characters in the
device's MAC address. It is recommended that you change it for better security and identification.
® Channel: Select a channel that is the least used by neighboring networks from the drop-down list or Auto. Channels 1, 6 and 11 are

recommended.
® OK: Click to save your settings.

2.2 Wireless Security

Wireless Security Setup

This section allows you to secure your wireless network and block unauthorized accesses and malicious packet sniffing. To encrypt your wireless

network, do as follows:

1. Select the wireless network (SSID) you wish to encrypt.

17



Tenda User Guide

2. Disable WPS. (WPS is enabled on the router by default. If you want to use other security modes, you must first disable the WPS.)

3. Select a proper security mode and cipher type (also known as WPA Algorithm or WPA Encryption Type). WPA-PSK and AES are
recommended by system default (5 security modes are available for your selection. Among them, WPA-PSK outstands with greater
compatibility and security. For more information of other security modes, see appendix 2). Specify a security key that includes at least 8
characters.

4. Click OK to complete your settings.

Home Adwvanced Wireless Qo5 Applications

Wireless Basic Settings
Ject SSID I[T— d5_0000%0 3]@
e Security Mode WPA - PSK{Recommendad j
Wireless Extender
WPA Algorithms ® AFS(Recommended i~ TKIP T TKIPZAES
Wireless Cannection Status ~ . [ @
SECUrILY ey | sessssss

o] -

.&Note:

You can also select other security modes as you need.

WPS

Wi-Fi Protected Setup makes it easy for home users who know little of wireless security to establish a home network, as well as to add new
devices to an existing network without entering long passphrases or configuring complicated settings. Simply enter a PIN code or press the
software PBC button or hardware WPS button (if any) and a secure wireless connection is established.

Operation Instructions:

PBC: To use WPS-PBC, try the way below:
Press the hardware WPS button on the router for about 1 second and then enable WPS/PBC on the client device within 2 minutes;

Home Advanced Wireless Qos Applications
Wireless Basic Settings
Select 5SID [ Tenda_000090 jl (©)
Access Control
Security Mode PA-PEK(Recommended j
Wireless Extender
WPA Algorithms @ AES(Recommended © TKIP 10 TKIPRAES
Wireless Connection Status
Security Key | ssssssss
To configure a wireless security key, disable the WPS below

WPS Settings € Disable @)
wpsMode [ & recfiB)c PN
APPIN Code 47407726

Reset 008

@l OK I cancel

PIN: On the wireless security page, enable WPS, select PIN and enter the 8-digit PIN code from network adapter; then, within 2 minutes, enable
WPS/PIN on the client device;
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WPS Settings

WPS Mode

AP PIN Code

Home Advanced Wwireless Qos Applications

Wireless Basic Settings

Select S5ID [Temaiﬂﬂﬂﬂgﬂ jl @
Access Control

Security Mode PA- PSK(Recommended j
Wireless Extender
A Algorithms © TKI 10 TKIPRAES

Wireless Connection Status

ecu e

To configure & wireless security key, disable the WPS below

€ Disable ()

] am—

47497726

Reset 008

@I oK | cancel

&Note:
°

With WPS successfully enabled, the WPS LED on the router keeps blinking for about 2 minutes, and during this time, you can enable WPS
on a wireless adapter; if the adapter successfully joins the wireless network, the WPS LED will display a solid light. Repeat steps above if

you want to add more wireless adapters to the router.

® Reset OOB: Clicking this button will reset SSID to factory default and disable security mode.
® Existing wireless settings will still be maintained by default after a successful WPS connection. Namely security settings and SSID on the
router will still be the same. If you want to generate a random wireless key via WPS, click Reset OOB and then follow WPS setup

instructions above.

Wireless Basic Settings

Select SSID
Access Control
Security Mode

Wireless Extender

Wireless Connection Status

WPS Settings

WPS Mode

AP PIN Code

Home Advanced Wireless QoS Applications

[Teﬂda_UUUUQU j] (6]

PA - PSK(Recommended j

To canfigure a wireless security key, disable the WPS below
€ Disasle  |&_enable |

Hol 1= ol

@ Reset 008

OK Cancel

&Note:

®  To use the WPS security, the wireless client must be also WPS-capable.
e  Before you press the hardware WPS button on the device for WPS/PBC connection, making sure the WPS feature has been enabled on the

device.

2.3 Access Control

The Access Control feature allows you to specify a list of devices to Permit or Forbid a connection to your wireless network via the devices’
MAC addresses. All other devices not listed as Permitted will be Forbidden and vice versa.

1. Select the wireless network (SSID) you wish to enable Access Control on.
2. MAC Address Filter: Select Permit or Forbid from the drop-down list.
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Wireless

Wireless Basic Settings Access Control
Wireless Security Select SSID | Tenda_178EDS -l
Access Control

MAC Address Filter Disable j

Wireless Extender

Wireless Connection Status OK Cancel

3. To permit a wireless device to connect to your wireless network, select Permit, enter its MAC address, click Add and then OK. Then only
this device listed as “Permitted” will be able to connect to your wireless network; all other wireless devices will forbidden.

Example: To forbid the PC at the MAC address of C8:3A:35:65:82:E6 from connecting to your wireless network, do as follows:

Tenda BJ

Wireless

Wireless Basic Settings Access Control

sefect 59D | Tenda 178208 'Io
Access Contral
vac s e [ e

Wireless Extender

Wireless Security

MAC Address

—
ESZBA'SEZEEZBE'SEIQ add (@)

Wireless Connection Status

) cancel

Stepl. Select an SSID, say, Tenda_178EDS.

Step2. Select Forbid from the corresponding drop-down menu.

Step3. Enter C8:3A:35:65:82:E6 in the MAC address box and click Add.

Step4. Click OK to save your settings. You can add more wireless MAC addresses you wish to forbid.

2.4 Wireless Extender
WISP Mode

If your router acquires Internet access from a wireless Access Point, please select WISP mode. Specific steps are as follows:
1. Click Wireless>Wireless Extender, select WISP mode and click Open Scan.

Wireless ions

Wireless Basic Settings Wireless Extender
QR Sccurity Extender Mode | WISP Mode m
Access Control
SsiD
Wireless Extender
Channel Auto select j
Wireless Connection 5tatus
Security Mode Disable j

KZEEE

OK Cancel
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2. Click Open Scan, select the AP you wish to connect, such as Tenda-000248, and click OK.

Wireless Basic Settings Wireless Extender
Wireless Security Extender Mode | WISP Mode =l
Access Control The page at 192.168.0.1 says:

Wireless Extender Please click OK to confirm to connect to selected AP

Wireless Connection Status

54
Close Bean
Select SSID MAC Address Channel Security  Signal
Strength
Tenda_ 000248 CB:3A:33:00:02:48 10 none 54
[ Tenda_BBBBE2 00:90:4C-BB:BB:E2 9 wep/wpa 53

3. View and note down the wireless security settings: security mode, cipher type, security key.

Wireless Basic Settings Wireless Extender

Wireless Security Extender Mode WISP Wode j

Access Control
SsID Tenda_000248

Wireless Extender
_ Channel | & =
Wireless Connection Status
Security Mode IWPA’PSK - |

WPA Algorithms CTKIP € TKIP&AES

Security Key I sesssnes ]

Select SsSID MAC Address Channel Security  Signal
Strength
@ Tenda_ 000248 C8:3A:35:00:02:48 10 none 54

4. Click Close Scan and OK.

Wireless Basic Settings Wireless Extender
Wireless Security

Extender Mode | WISP Mode |

Access Control
SsID Tenda_000248

Wireless Extender
_ Channel | 5 =

Wireless Connection Status
Security Mode WPA-PSK j

WPA Algorithms (8 AES TP i THIPRAES

Security Key [TITYTTT

OpenScan

Cancel
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6.

7.

&Note:
[ ]

5.

Save the settings and the router will reboot automatically.

Wireless
Wireless Basic Settings Wireless Extender
Wireless Securiy Extender Mode WISP Mode _'_I
ol
Access Com S0 | Tenda_000248
u
T - E
Wireless Conanection Status The page at 192.168.0.1 says:
Securiy Made
Please chok OK 1o save the settings and the router wil rebock
WPA Algorithms Alkdacaly:
Securay Key Lo e ]
Open Scan
| Ok |} | cancel
Ll = =

Status Internet Connection Serup
Internet Connection Type || DHCP !‘ ,
MAC Clane
MTU 1500
WAN Speed (The default value is 1500. Do not modify it unless
required by your ISP}
LAN Settings
DNS Settings
cancel
DHCP Server

DHCP Client List

Click Advanced>Status and the connection status displays Connected.

AR Status
Connection Scus

Internet Connection Setup

MAC Clone Internet Connection Type  DHCP

WAN Speed WANIP  192.168.0.102
LAN Settings Subnet Mask ~ 255.255.255.0
DNS Setings Gateway 192.168.0.1
DHCP Server

DNS Server  192.168.0.1
R ent List Ahernate DNS Server

Connection Time ~ 00:02:43

Release Refresh

When the settings finished, remember to enter Internet Connection Setup to set up Internet connection.
Verify that the SSID, channel, and security mode on the page match those of the added wireless network. If not, manually correct them.
For the normal wireless connection between two routers, do not change this router’s SSID settings, including SSID, channel, security mode

and security key.
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Universal Repeater Mode

In this mode, the router will relay data to an associated root AP and AP function is enabled meanwhile. The wireless repeater relays signal
between its stations and the root AP for greater wireless range. Steps are shown as below:

1.
2.
3.
upper device.
4. Click Close Scan and OK.

Click Wireless>Wireless Extender, select Universal Repeater in the extender mode and click Open Scan.

Wireless Basic Settings Wireless Extender

Wireless Security

Extender Mode

Access Control

Wireless Extender

Wireless Connection Status

551D

Channel

Security Mode

Iuniversa\ Repeater

Auto select j
Disahle j
OK Cancel

Click Open Scan, select the AP you wish to connect, such as Tenda-15058C, and click OK.

wireless Extender

Wireless Basie Settings

Wireless Security Extender Mode

Access Control

Wireless Extender

Wireless Connection Status

The page at 192.168.0.1 says:

Please dick on OK to confirm that you want to connect to this AP!

Universal Repeater

(—r—) )

select SSID

Tenda_15058C

Ihe_test

MAC Address Channel Security  Signal

Strength

C8:34:35:15:05:8C 2 wep/wpa 31

C€8:34.04.01:55:78 8 none 34

View and note down the wireless security settings: security mode, cipher type, security key, etc., which should be in accordance with the

Wireless Basic Settings Wireless Extender

Wireless Security

Extender Mode

Access Control

Wireless Extender

Wireless Connection Status

SSID

Channel

Security Mode

WPA Algorithms

Security Key

Select ssiD

Lol Tenda_15058C

(el Ik_test

Universal Repeater
Tenda_15058C
2 ]
0 TKIP © TKIP&AES

Close Bean

[ WPA-PSK

MAC Address Channel Security Signal
Strength
CB-3A:35:15:05:8C 2 wep/wpa 31
CB-3A:04:01-55:78 & none 34

Wireless Basic Settings Wireless Extender

Wireless Security

Extender Mode

Access Control

Wireless Extender

Wireless Connection Status

SSID

Channel

Security Mode

WPA Algorithms

Security Key

Wireless

Universal Repeatar =l
Tenda_15058C

2 =]
WPA-PSK =]
& AES 0 TKIP € TKIP&AES

Cancel
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5. Save the settings and the router will restart automatically.

Wireless Basic Settings

Wireless Security

Access Control

Wireless Extender

Extender Mode

SsSID

Wireless

Universal Repeater j

Tenda_15058C

Wireless Extender

Wireless Connection Status

Channel | 2 =

Security Mode The page at 192.168.0.1 says:

Flease click OK to save the settings and the router will rehock
WPA Algorithms autamatically.

Security Key

Cancel

Cancel

WDS Bridge Mode

Wireless distribution system (WDS) is a system enabling the wireless interconnection of access points in an IEEE 802.11 network. It allows a
wireless network to be expanded using multiple access points without the traditional requirement for a wired backbone to link them. Note: The
Access Points you select must support WDS.

\ ))
. Pcl
~ 1P:192.168.0.100
Internet
. E; "

Ty \ )
wan [ 1 g‘ 1P:192.168.0.101

Routerl
LANIP:192.168.0.1

( )

' Pc3
: 1P:192.168.0.102
‘. Pc4
=P 1p:192.168.0.103

Router2
LANIP:192.168.0.10

For example:

As seen in the figure above, PC1 and PC2 access Internet via a wireless connection to Router 1. While PC3 and PC4 are too far to directly
connect to Router 1 for Internet access. Now you can use the WDS bridge feature to let PC3 and PC4 access Internet.

Before you get started:

1. View and note down the wireless security settings: security mode, cipher type, security key, etc. on Router 1; Click Status>LAN Settings and
check the IP address.

AV

Advanced Wireless I Applications

Status LAN Settings

Internet Connection Setup This page is used to set the basic network parameters for LAN.

LAN MAC Address  C8:3A:35:00:00:90
MAC Clone

IP Add
e ress 192 168.0.1

DNS Settings

oK Cancel
DHCP Server

DHCP Client List
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2. Click Wireless>Wireless Basic Settings to check router one’s wireless basic settings.

Wireless Basic Settings Wireless Basic Settings

Wireless Security Enable Wirsless

Access Control Network Mode 11bla/n mixed mode =l

Wireless Extender
Primary SSID Tenda_178EDS

Wireless Connection Status
Secondary 551D Tenda_000090
S5ID Broadcast & Enable ' Disable
AP Isolation ' Enable & Disable
Channel Channel 6(243TMHz) j
Channel Bandwidth 20 = 20/40

Extension Channel Channel 10(2457MHz) j

WMM Capable  Enable ' Disable

APSD Capable  Enable & Disable

3. Click Wireless>Wireless Security to check router one’s wireless security settings.

Wireless Basic Settings Wireless Security Setup

Wireless Security Select SSID Tenda_178ED8 |

Access Control
Security Made WPA2 - PSK j

Wireless Extender
WPA Algorithms (% AES & THIP " THIPRAES

Wireless Connection Status
Security Key ssssssss

Default: 12345678

WPS Settings (% Disable ' Enable

OK Cancel

To configure a wireless security key, disable the WFS below!

4. Verify that DHCP server is enabled on Router 1: Click Advanced>DHCP Server.

Status DHCP Server
Internet Connection Setup DHCP Server ¥ Enable
MAC Clone IP Pool Start Address  192.168.0.| 100

WAN Speed
i IP Pool End Address 192 168.0 | 150
LAN Settings
Lease Time | One day |
DNS Settings
DHCH Sshe 0K Cancel

DHCP Client List

5. Set the LAN IP address of Router 2 to a different address yet on the same net segment as Router 1.
As shown below:

Router 1:

LAN IP: 192.168.0.1;

Subnet Mask: 255.255.255.0;

Router 2:

LAN IP: 192.168.0.10;

Subnet Mask: 255.255.255.0;

Then do as follows:

1. Configure Router 2:

1) Wireless Working Mode: Select WDS Bridge Mode.
2) Click Open Scan to search for Router 1.
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Wireless Basic Settings

Wireless Security

Access Control

Wireless Connection Status

Wireless Extender

Extender Mode IWDS Bridge jl

SSID

Wireless Extender
Channel Auta select j

AP MAC Address

AP MAC Address
Security Mode  Disable =l
Open Scan
Cancel

3) Select the wireless network to connect and click OK.

Wireless Basic Settings
Wireless Security
Access Contral

I Wireless Extender

Wireless Connection Status

|»

Wireless Extender

Extender Mode WDS Bridge j

The page at 192.168.0.1 says:

Please dick on OK to confirm that you want to connect to this AP!

Security Mode Disable j

Close Scan
Select SSID MAC Address Channel Secy

(e W13AP_test_liuli 00:B0:C6:05:F3:E0 6 wep/|

i@} Tenda_SECA2S C8:3A:35:5E:CA:28 6 none

4) Verify that the SSID, channel, and AP MAC address on the page match those of the added wireless network. If not, manually correct them.

5) Close Scan and click OK to save your settings.

6) Go to Wireless Security page and set the wireless security settings exactly as they are on the link partner (Router 1).

Wireless Basic Settings

Access Control

Wireless Extender

Wireless Connection Status

Wireless Security

Wireless Security Setup

Select SSID | Tenda_178EDa =l
Security Mode | WPAZ-PSK 2 l

WPA Algorithms

© TKIP 0 TKIPGAES

Security Key

To configure & wireless security key, disable the WPS below!
WPS Settings @ Disable ' Enable

Reset 00B

| Cancel
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7) Go to DHCP Server to disable the DHCP on Router 2. Now you have finished all settings on Router 2 required for WDS.

Status DHCP Server
Internet Connection Setup DHCF Server
R IP Pool Start Address  192.168.0. | 100
WAN Speed

i IP Pool End Address 1921680 | 150
LAN Settings

Lease Time | One day =l

DNS Settings

DHCP Client List

2. Configure Router 1:
1. Go to wireless section on Router 1 and specify WDS (or WDS Bridge) as its wireless working mode.
2. Manually enter Router 2's MAC address (Also, you can use the Scan option as mentioned above) and click OK to finish your settings.

Wireless Basic Settings Wireless Extender

Wireless Security Extender Mode | WDS Bridge 3

Access Control

SSID

Wireless Extender
Channel Auta select j

Wireless Connection Status

AP MAC Address | CB3A3512:37:30
AP MAC Address
Security Mode | WPAPSK =l

WPA Algorithms % AES © TKIP 0 TKIPGAES

Security Key LLITTITT

Ok Cancel

2.5 Wireless Connection Status
Here you can see a list of wireless devices connected to the router, including their MAC addresses and bandwidth

Wireless Basic Settings Wireless Connection Status

Wireless Security Select SSID Tenda_178ED8 j

Access Control
The currently connected hosts list:  Refresh

Wireless Extender

NO. MAC Address Bandwidth
Wireless Connection Status

The bandwidth here refers to the channel bandwidth instead of wireless connection rate.
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3 QoS

3.1 Bandwidth Control

Use this section to manage bandwidth allocation to devices on your LAN. If there are multiple PCs behind your router competing for limited
bandwidth resource, then you can use this feature to specify a reasonable amount of bandwidth for each such PC, so that no one will be over

stuffed or starved to death.

Home

Advanced

Wireless

QoS5

Applications

Traffic Statistics

Enable Bandwidth Contral @
P Address |192 168.0. 100 ~ 100 ]@

Upload / Download [Umgad 3'@
Bandwidth Range [125 ~ 123 I(@.sw
[thable @ @
E=e
No. IP Range Destination Bandwidth Range Enable Edit Delete
192.168.0.100~100 Upload 128~128 B Edit Delel
Q@ Cancel
® Enable Bandwidth Control: Check or uncheck the box to Enable or disable the bandwidth control feature.
® |P Address: Specify the same IP address (say, 100, 100) or two different IP addresses (say, 100, 110) in both boxes to specify a single
IP address or an IP range to which the current bandwidth control rule will apply.
®  Upload/Download: Select to control bandwidth over data upload or download.
® Bandwidth Range: Specify an upload/download bandwidth range limit on specified PC(s). The unit is KByte/s. 1M=128KByte/s. Note
that maximum upload/download bandwidth should not exceed your router's WAN bandwidth limit. (Consult your ISP if you are not clear.).
® Enable: Check to enable current rule. (When disabled, corresponding entry will not take effect though existing in fact.)
®  Add to List: Click to add current rule to the rule list.
® OK: Click to activate your settings.
For example:

If you are sharing a 4M broadband connection with a neighbor, who always exhausts the bandwidth resource downloading data, this feature will
help. Simply specify half of the 4M bandwidth for your neighbor's PC (say, 192.168.0.100) and you will no longer need to struggle for
bandwidth and your neighbor will only get up to 2M bandwidth. To do so, follow instructions below:

1. Check Enable.

. Input "192.168.0.100" in both IP address boxes.
. Select Download.

. Enter "256" in both bandwidth range fields.

. Check Enable.

. Click Add To List

. Click OK.

~No o wN

3.2 Traffic Statistics

Traffic Statistics allows you to see at a glance how much traffic each device in your network is using.

Home Advanced Wireless QoS Applications

Bandwidth Control

Enable Traffic Statistics

IP Address Uplink Downlink  Sent Sent Received Received
Rate Rate Message Bytes Message Bytes
(KByte/s)  (KByte/s) MByte MByte
Cancel
® Enable Traffic Statistics: Check/uncheck the box to enable/disable the Traffic Statistics feature. To see at a glance how much traffic each
device in your network is using, enable this option. However usually, disabling it may boost your network performance. This option is
disabled by default. However, once enabled the page refreshes every five minutes.
® OK: Click to activate corresponding settings.
® IP Address: Displays IP addresses of PCs connected to the device.
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Uplink Rate: Displays the upload speed (KByte/s) of a corresponding PC.

MByte.

4 Applications

4.1 Port Range Forwarding

Downlink Rate: Displays the download speed (KByte/s) of a corresponding PC.

Sent Message: Displays the number of packets sent by a corresponding PC via the device since Statistics is enabled.

Sent Bytes: Displays the number of Bytes sent by a corresponding PC via the device since Statistics is enabled. The unit is MByte.
Received Message: Displays the number of packets received by a corresponding PC via the device since Statistics is enabled.

Received Bytes: Displays the number of Bytes received by a corresponding PC via the device since Statistics is enabled. The unit is

= P2
> 1r192.168.0.101

N

PC1
1P:192.168.0.100

Internet e —
A aadll
— "2 T T
1P2.222 \
p A\ WAN
~ - Router

P:1111

Port range forwarding is useful for web servers, ftp servers, e-mail servers, gaming and other specialized Internet applications. When you enable
port forwarding, the communication requests from the Internet to your router’s WAN port will be forwarded to the specified LAN IP address. As
seen in the figure above, to let PC3 access service ports on PC1, you must first configure port forwarding settings on the router to which PC1 is

uplinked.
Home Advanced Wireless QoS Applications
Fort range forwarding is useful for we
DMZ Haost gaming and other specialized Internat
range forwarding, the communication requests from the Intarnet to your
DDNS router's WAN part will be forwarded to the specified LAN IP address.
UPNP Settings NO. Start Port-End Port LAN IF Protocol Enable Delat
Static Routing I[ : 21 lsz.‘se.c.'-::l TCP - =
Routing Table 2. @ 'sz.'@ Tg@ = @ r
] 182.168.0 TCP ﬂ r r
4 192.168.0 L i = =l
s 192.168.0 TCP ﬂ - -
& 192.168.0 TCP ﬂ r r
7. 52.163.0 TCF - r r
2 192.168.0 TCF = r r
E 192.168.0 TCF - r r
0 92.168.0 s I = =l
Well-known servics ports: | FTegn = | addre | 0D =
@ [?l Cancel z
®  Start/End Port: Specify a range of ports between 1~|65535 (for a single port, enter the port numbelr inl both Start and End fields, say, 21 for

FTP). Contact corresponding service provider if you don't know the port number of the service to use.

Protocol: Specify the protocol required for the service utilizing the port(s).
Enable: Check to enable current settings.
OK: Click to activate your settings.

LAN IP: Specify the internal host’s IP address. Be sure to statically assign the host’s IP address to make this function constant.

Now, your friends only need to enter ftp://xxx.xxx.xxx.xxx:21 in their browsers to access your FTP server Xxx.Xxx.XXX.Xxx is the router's WAN
IP address. Assuming it is 172.16.102.89, and then your friends need to enter ftp://172.16.102.89: 21 in their browsers.

For example: You want to share some large files with your friends who are not in your LAN; however it is not convenient to transfer such large
files across network. Then, you can set up your own PC as a FTP server and use the Port (Range) Forwarding feature to let your friends access
these files. Assuming that the static IP address of the FTP server (Namely, your PC) is 192.168.0.10, you want your friends to access this FTP

server through default port of 21 using the TCP protocol, then do as follows:
®  Start/End Port: Enter 21 in both Start Port and End Port fields.
® LAN IP: Enter 192.168.0.10
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®  Protocol: Select TCP.
® Enable: Check to enable current settings.
®  OK: Click to activate your settings.

Home Adwanced Wireless QoS Applications
=]
Part range farwarding is useful for web servers, ftp servers, e-mail servers,
DMZ Host gaming and other specialized Internet applicat en you enable the port
range f ding, the i n the Internet to your
DDNS router’ port will be forwarded to the specified LAN IP address.
UPNF Settings NO. | Start Port-End Port LAN IP rotoc Enable Delet
Static Routing L 21 nFsz.'se.c. 1q] InTc: dng r
Reuting Table 2. i 132.162.0, cF S = r
3 32.188.0 ToF - F r
4 92.168.0 ToF L P =l
B 92.168.0 P -l r r
& 92.168.0 TeF L] F =l
7. 92.168.0 oE d r r
g 92.168.0 e | P I
s 92.168.0 Ter 7| P r
10 i 152.162.0. ToE j r r
Well-known service ports: FTR{z1 j £dd 1o 1D 1 j
Cancel T
4| vl

.&Note:

If you include port 80 on this section, you must set the port for remote (web-based) management to a different number than 80, such as 8080,
otherwise the virtual server feature may not take effect.
4.2 DMZ Host

The DMZ (De-Militarized Zone) function disables the firewall on the router for one device for a special purpose service such as Internet gaming
or video conferencing. Enabling DMZ host may expose your local network to potential attacks. So it is advisable to use it with caution.

Home Advanced Wireless QoS Applications

Port Range Forwarding

NOTE: When the DMZ host is enabled, the firewall settings of the DMZ host will not

function

rDI'-IZ Host IP Address 192.168.0.100 [

DDNS

UPNP Settings

Static Routing

Routing Table

DMZ Host IP Address: The IP Address of the device for which the router’s firewall will be disabled. Be sure to statically set the IP Address of
that device for this function to be consistent.

Enable: Check/uncheck to enable/disable the DMZ host feature.

OK: Click to enable your settings.

.&Note:

Once enabled, the DMZ host loses protection from device's firewall and becomes vulnerable to attacks.
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4.3 DDNS

Dynamic DNS or DDNS is a term used for the updating in real time of Internet Domain Name System (DNS) name servers. Dynamic DNS or
DDNS is a term used for the updating in real time of Internet Domain Name System (DNS) name servers. We use a numeric IP address allocated
by Internet Service Provider (ISP) to connect to Internet; the address may either be stable (“static™), or may change from one session on the
Internet to the next ("dynamic"). However, a numeric address is inconvenient to remember; an address which changes unpredictably makes
connection impossible. The DDNS provider allocates a static host name to the user; whenever the user is allocated a new IP address this is
communicated to the DDNS provider by software running on a computer or network device at that address; the provider distributes the
association between the host name and the address to the Internet's DNS servers so that they may resolve DNS queries. Thus, uninterrupted
access to devices and services whose numeric IP address may change is maintained. (You need to have an account with one of the Service
Providers in the drop-down menu first.)

Home Advanced Wireless QoS Applications

Port Range Forwarding

UL DDNS Service  Disable

Service Provider | dyndns.org j IS\gn up

UPNP Settings

Username I'tema I

Static Routing

Password I’12345.3 I

Routing Table

Domain Name [IEHUa dyndns.org I

cancel

® DDNS Service: Select to enable/disable the DDNS feature.

®  Service Provider: Select your DDNS service provider from the drop-down menu. (Here you can see a list of available service providers.
Note that service providers not listed here are not available for use.)

®  User Name: Enter the registered user name.

®  Password: Enter the registered password.

®  Domain Name: Enter the domain name you register, say, tenda.dyndns.org.

®  OK: Click to activate your settings.

ANote:

This feature is usually used together with virtual server and is disabled by default. Configure necessary settings on port forwarding interface and
enter the information provided by your DDNS service provider on the DDNS screen. Others can access your web server by simply entering
http://tenda.dyndns.org in their browser address bar.

4.4 UPNP Settings

The Universal Plug and Play (UPnP) feature allows network devices, such as computers from Internet, to access resources on local host or
devices as needed. UPnP-enabled devices can be discovered automatically by the UPnP service application on the LAN. This feature is enabled
by default. No settings are required.

Home Advanced Wireless Qos Applications

Port Range Forwarding

DMZ Host

DDNS
OK Cancel

Static Routing

Routing Table

) Enable UPnP: Check/uncheck to enable/disable the UPnP feature.
®  OK: Click to complete your settings.
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4.5 Static Routing

When there are several routers in the network, you may want to set up static routing. Static routing determines the path of the data in your
network. You can use this feature to allow users on different IP domains to access the Internet via this device. It is not recommended to use this
setting unless you are familiar with static routing. In most cases, dynamic routing is recommended, because this feature allows the router to

detect the physical changes of the network layout automatically. If you want to use static routing, make sure the router’s DHCP function is
disabled.

Home Advanced Wireless QoS Applications
Port Range Forwarding
DMZ Host
Destination Network Subnet Mask Cateway
DDNs IP Address
UPNP Sertings lmzmasau | IZEEZEEZEEI] I |mzmﬁm2

192.1 235.255.255 1921 1 2
Eiinghlable 92.168.88.0 255.255.235.0 92.168.10.2 Delete
[ | o

®  Destination Network IP Address: Specify a single IP address, say, 172.17.0.100, or an IP net segment, .say, 192.168.88.0.
®  Subnet Mask: Specify a Subnet Mask that corresponds to the specified destination IP.

®  Gateway: Specify the IP address for next hop.

®  OK: Click to activate your settings.

&Note:

® Gateway must be on the same IP net segment as device's LAN/WAN IP address.
® Subnet Mask must be entered 255.255.255.255 if destination IP address is a host.

®  Subnet Mask must be entered accordingly if destination IP address represents an IP network segment. It must correspond to the specified IP
address. For example, for IP address of 10.0.0.0, you may enter a subnet mask of 255.0.0.0.

4.6 Routing Table

This page displays the device core routing table which lists destination IP, subnet mask, gateway, hop count and interface.

Home Advanced Wwireless Qos 'Appli(ations

Port Range Forwarding

DMZ Host
Destination IP Subnet Mask Gateway Hops  Interface

S 192.168.0.0 255.255.255.0 192.168.0.0 0 br0

UPNP Settings
Refresh
Static Routing

| S

The principal task for a router is to look for an optimal transfer path for each data packet passing through it, and transfer it to the specified
destination. To complete this work, the router stores and maintains related data of various transfer paths, i.e. establishing a routing table, for
future route selection.
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5 Security

5.1 URL Filter Settings
To better control LAN PCs, you can use the URL filter functionality to allow or disallow such PCs to access certain websites within a specified

time range.
Home Advanced Wireless QoS Applications
MAC Address Filer Settings Filter Mode I[ Forbid Only j |®
Client Filter Settings Access Policy I[ - ZII@
Policy Name(Optional) lha‘d” ]@
Start IP i 92.168.0 192
1 @
End IP 921680 192
URL Character String Irnamu| I@
time Lo S0 H -0 EHF o @)
Dayls) I[ Sun z| ~ Sat 3'@
@ Clear this item-  Clear
@l OK I Cancel
®  Filter Mode: Select a proper filter mode, say, Forbid Only.
®  Access Policy: Select an access policy number, say, 1, from the drop-down list.
®  Policy Name: Briefly describe the current rule, say, baidu, (It can only consist of numbers, letters, or underscore).
®  Start IP/End IP: Enter the same IP address or 2 different IP addresses in both boxes to specify a single PC or a range of PCs for the current

rule to apply to.

® URL Character String: Enter the domain name you wish to filter out, say, baidu.

®  Time: Specify a time period for a current rule to take effect. If the field is set to 0:00-0:00, the rule will be applied 24hrs/day.
® Day(s): Select a day or several days for a current rule to take effect. If Sun-Sat is selected, the rule will apply 7days/week.

®  Enable: Check/uncheck to enable/disable the feature.

® OK: Click to activate your settings.

Example:

If you want to disallow all computers on your LAN to access youtube.com from 8: 00 to 18: 00 during working days: Monday- Friday, then do as
follows:

1)  Filter Mode: Select Forbid Only.

2)  Access Policy: Select an access policy number, say, 1, from the drop-down list.

3) Policy Name: Briefly describe the current rule, say, baidu, (It can only consist of numbers, letters, or underscore).

4)  Start IP/End IP: Enter 2-254.

5)  URL Character String: Enter baidu.

6)  Time: Select 8:00-18:00.Day(s): Select Monday to Friday.

7)  Enable: Check the Enable box.

8)
&Note:

OK: Click to save your settings.

Each rule can only include one domain name. Simply add more rules accordingly, if you want to filter multiple domain names.

5.2 MAC Address Filter Settings

This section allows you to set the times specific clients can or cannot access the Internet via the devices’ MAC Addresses.

Forbid Only: Specify a list of devices to Forbid access to Internet. All other devices not listed as Forbidden will be permitted.
Permit Only: Specify a list of devices to Permit access to Internet. All other devices not listed as “Permitted” will be forbidden.
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Home Advanced Wireless QoS Applications
URL Filter Settings
Filter Mode [Farhld only jl
Client Filter Setti
ient Filter Settings Access Palicy I’IW. le
Policy Name{Optional) [1 I

MAC Address |44 D37 | EG -4 :|37 - H‘|
mme [0 e -0 HPo )
} [Sun El ~ Sat zll

Clear this item’  Clear

Cancel
®  Filter Mode: Select a proper filter mode, say, Forbid Only.
®  Access Policy: Select an access policy number, say, 1, from the drop-down list.
® Policy Name: Briefly describe the current rule (It can only consist of numbers, letters, or underscore).
® MAC Address: Specify a MAC address for a corresponding MAC filter rule to apply to.
®  Time: Specify a time period for a current rule to take effect. If the field is set to 0:00-0:00, the rule will be applied 24hrs/day.
® Day(s): Select a day or several days for a current rule to take effect. If Sun-Sat is selected, the rule will apply 7days/week.
®  Enable: Check/uncheck to enable/disable the feature.
®  OK: Click to activate your settings.
For Example:

To allow a PC at the MAC address of 00:E4:A5:44:35:69 to access Internet from Monday to Friday.

1)
2)
3)
4)
5)
6)
7
8)

Filter Mode: Select Permit Only.

Access Policy:  Select an access policy number, say, 1, from the drop-down list.

Policy Name: Briefly describe the current rule, say, Permit_only, (It can only consist of numbers, letters, or underscore).
MAC Address: Enter 00:E4:A5:44:35:69.

Time: Select O for all fields to apply the rule 24hrs/day.

Day(s): Select Monday to Friday.

Enable: Check the Enable box.

OK: Click to save your settings.

Home Advanced Wireless Qos Applications
URL Filter Settings
Filter Mode Permit Only j
Client Filter Settings Access Palicy “ j
Policy Name(Optienal) | 1
MAC Address oo E4 A5 - 44 35 69
Time o =0 -0 2o F
Day(s) Hon j ~ Fii j
Enable I Clear this item:  Clear
Ok Cancel
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5.3 Client Filter Settings

This section allows you to set the times specific clients can or cannot access the Internet via the devices’ assigned IP addresses and service port.

Forbid Only: Only PCs listed as Forbidden will be forbidden from accessing specified services; others are not restricted;
Permit Only: Only PCs listed as permitted will be permitted to access specified services; others will be forbidden.

®  Filter Mode: Select Permit Only.
®  Access Policy: Select an access policy number, say, 1, from the drop-down list.
®  Policy Name: Briefly describe the current rule, say, 80.
[
range of PCs for the current rule to apply to.
®  Port: Specify TCP/UDP protocol port number (s), say, 80.
®  Type: Select Both.
®  Time: Specify a time period for a current rule to take effect. If the field is set to 0:00-0:00, the rule will be applied 24hrs/day.
®  Day(s): Specify a day or several days for a current rule to take effect.
®  Enable: Check/uncheck to enable/disable the feature.
®  OK: Click to activate your settings.
For example:
If you want to prohibit PCs within the IP address range of 192.168.0.100--192.168.0.120 from accessing Internet, do as follows:
Home Advanced Wireless QoS
MAC Adoress Flter Sertings iter Mode | ot oy El
]
B : =
T O IR
o I
Ensble [5 Clear his tem|Cear

9)

Home Advanced Wireless Qos

URL Filter Settings

MAC Address Filter Settings

Clear this item:  Clear

Applications

Security Tools

When Tim &l
0:0, the ruls will be

applied 24 hrs/day

Start IP/End IP: Enter the same IP address, say, 110, or 2 different IP addresses, say, 110 and 120 in both boxes to specify a single PC or a

Applications

Security Tools

When Tim

0:0, the ruf

applied 24 hrs/day.

Filter Mode: Select Forbid Only.

Access Policy: Select an access policy number, say, 1, from the drop-down list.
Policy Name: Briefly describe the current rule, say, 123.

Start IP: Enter 100.

End IP: Enter 120.

Port: Enter 1-65535 to forbid all Internet services and applications.

Type (or Protocol): Select Both.

Time: Select O for all fields to apply the rule 24hrs/day.

Day(s): Select Sun-Sat to apply the rule 7days/week.

10) Enable: Check the Enable box.
11) OK: Click to activate your settings.

35



Tenda User Guide

6 Tools

6.1 Reboot
Reboot the device to activate your settings. WAN connection will be disconnected during reboot.

Home Advanced Wireless Qos Applications Security Tools
Restore To Factory Default Click the button to reboot the router: Rebooting the router will
Reboat The Router activate any modified

e Rl settings on the router. While

I the router is rebooting, all
Sysleg

connections will be lost and

P Wb Managerment reconnected automatically

later.

Time Settings

Change Password

Upgrade

6.2 Restore to Factory Default

Click the Restore to Factory Default button to reset device to factory default settings. You need to reconfigure the device for Internet access as
well as many other settings including wireless settings.

Home Advanced Wireless Qos Applications Security Tools
Reboot

Click this button ta restore all settings to factory default All sertings will be set back

Restore To Factary Default to default
Backup/Restore
admin

Syslog
Remote Web Management 9215501

Time Settings

255.255.255.0
Change Password

Upgrade

The factory default settings are listed below:
IP Address: 192.168.0.1
Subnet mask: 255.255.255.0

&Note:

To activate your settings, you need to reboot the device after you reset it.

6.3 Backup/Restore

Backup: Once you have configured the device the way you want it, you can save these settings to a configuration file on your local hard drive
that can later be imported to your device in case that the device is restored to factory default settings. To do so, follow below instructions:
1. Click the Backup button and specify a directory to save settings on your local hardware.

Home Advanced Wireless Qos Applications Security Tools
Reboot
Restore To Factory Default
e Here you can Backup your router's current configuration or restore your router with a Click on this button
to save a copy of your
saved configuration file. router's configurations to
your computer.
Syslog Click here to save a configuration file to your computer| Backup
First click on
Remate Web Management | .
Browse” to browse your
computer and select the
configuration file you want to

2. Click OK to save the configuration file.
I 1le Download I

Do you want to save this file?

MName: RouterCfm.cfg

Type: Unknown File Type, 11.3KB
From: 192.168.0.1

Save ]i Cancel |
"

harm your computer. F you do not trust the source, do not save this

@ While files from the Intemet can be useful, some files can potentially
file. What's the risk?
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To restore previous settings, do as follows:
Click the Browse button to locate and select a configuration file that is saved previously to your local hard drive.

| Choose file

Look: in: I My Documerts ;I o F = -

My Recent
Documents

@

Desktop

My Documents

&
& e

My Network  Fils name: |RouterCim cfg - Open |
Flaces
Files of type: IAII Files (*.7) _I' Can_lcel
= |

Click the Restore button to reset your device to previous settings.

Wireless Security Tools

Rebeot Backup/Restore Help

Restore To Factory Default Here you can Backup your router's current configuration or restore your router with Backup Click on this button
| piowe | saved configuration file. to save a copy of your
Backup/Restore . .
e/l Click here to save a configuration file to your computer:  Backup router's configurations to
your computer.
Syslog

Browseq Restore Restore first click on

Remate Web Management . .
Browse” to browse your
Time Settings computer and select the
configuration file you want to

Change Password upload to your router. Then
click on the "Restore” button
Upgrade to upload your selection

and apply the settings saved
in that file.

6.4 Syslog

Here you can view the history of the device’s actions. After 150 entries, the earliest logs will clear automatically.
e @

Qos I Applications Security

Wwireless

Reboot Syslog Help

Restore To Factory Default Logs in page | Here you can view the
history of the router's

et S actions. After 150 entries,

1 2011-04-01 00:00:00  main System start
the previous logs will be
Syslog
cleared automatically.
Remote Web Management 1
Ti Setti
i Refresh Clear
Change Password

Upgrade

6.5 Remote Web Management

The Remote management allows the device to be configured and managed remotely from the Internet via a web browser.

=

Wireless Security

Reboot Remote Web Management Help

Restore To Factory Default E trooe This section allows network

administrator to manage the

Backup/Restore Port ﬁuw router remotely.

Syslog
1P Address l" 0.00] ’I Port-This is the
management port to be
Remote Web Management
open to outside access. The
Time Settings cancel default setting is 8080

Change Password 1P Address-Here you can
specify the IP address for
remote management When

IP address is setto 0.0.0.0,

the device becomes

Upgrade

romotely accessible to all

PCs on Internet

® Enable: Check/uncheck to enable/disable the DMZ host feature.

® Port: This is the management port to be open to outside access. The default setting is 8080. Do NOT change it unless instructed by your
ISP.

® [P Address: Here you can specify the IP Address Range for remote management (When set to 0.0.0.0, the device becomes remotely
accessible to all the PCs on Internet or other external networks).
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® OK: Click to activate your settings.

ANote:
)

To access the device via port 8080, enter "http://x.x.x.x:8080" where "x.x.x.x" represents the the device's Internet IP address and 8080 is the
remote admin port. Assuming the device's Internet IP address is 220.135.211.56, then, simply replace the "x.x.x.x" with "220.135.211.56"
(namely, http://220.135.211.56:8080).

® Leaving the IP address field at "0.0.0.0" makes the device remotely accessible to all the PCs on Internet or other external networks;
populating it with a specific IP address, say, 218.88.93.33, makes the device only remotely accessible to the PC at the specified IP address.

6.6 Time Settings

This page is used to set the router’s system time. You can choose to set the time manually or get the GMT time from the Internet and the system
will automatically connect to NTP server to synchronize the time.

Home Advanced ‘Wireless Qos Applications Security Tools
Reboot
Restore To Factory Default Time Zone This page is used to set the
I (GHT+08:00) Beijing, Chongaing, Heng Keng, Urumgi - | router's system time. You
Backup Restore
can choose to set the time
Note: System time will not be accurate unless there is an access to the Intemet or you
. . manually or get the GMT
Syslog select "Customized Time" below N
e time from the Internet and
Remote Web RiCenized B the system will automatically
2013 Year Month 21 Day 15 Hour 57 Minute 35 Second connect to NTP server to
synchronize the time
OK Cancel .
Change Password Configured time and
date info will be lost when
Upgrade the device is disconnected

ANote:

Configured time and date info will be lost when the device gets disconnected from power supply. However, it will be updated automatically
when the device reconnects to Internet. To activate time-based features (e.g. firewall), the time and date info shall be set correctly first, either
manually or automatically.

6.7 Change Password

This section allows you to change login password for accessing device’s Web-based interface for better security.

Home Advanced Wireless QoS Applications Security Tools

Reboot

Restore To Factory Default Administrator Login Credentials This section allows you to

Password must be alpha-numeric change the login password
Backup/Restore

Device's default password is
s
Rk — “admin®. It is advisable to
New Fassword | sesss

change it for better security

Remote Web Management

Otherwise, anyone in your

Time Settings network may access this

utility to view or change your

Upgrade Enter the
old password. If you use the

device for the first time, the

password is admin by

® New Password: Enter a new password, say, 12345 (Note that the password can only be alphanumeric).
® Confirm New Password: Re-enter the new password for confirmation.
® OK: Click to activate your settings.

&Note:

For security purpose, it is highly recommended that you change Device's default login password.

6.8 Upgrade

Firmware upgrade is released periodically to improve the functionality of your device and also to add new features. If you run into a problem
with a specific feature of the device, log on to our website (www.tendacn.com) to download the latest firmware to update your device.
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® Upgrade (or Update): Click to update firmware. Device will restart automatically when update completes.

Reboot

Restore To Factory Default

Backup/Restore

Sysleg

Remote Web Management

Time Settings

Change Password

Home Advanced Wireless Qos Applications

By upgrading the router’software, you'll get new features
Select the firmware file:

Browse,| upgrae

Current System Version: V5.07.54_en; Publishing Date;Jun 17 2013
Note: Do not power off the router during the upgrade and you can only use a computer
that is plugged into one of the LAN ports of this router to complete the upgrade to avoid

damaging the router. The router will reboot autematically after the upgrade

Security Tools

The latest firmware can be

found at www tendacn.com

Be sure to follow the

instructions carefully

Once you have downloaded
the firmware file from our
website and saved it to your
computer, click on "Browse”
to select the file. Then dlick
on “Upgrade” to start the
process and reboot the

rauter.

Browse: Click to locate and select the firmware.

&Note:

Before you upgrade the firmware, making sure you are having a correct firmware. A wrong firmware may damage the device.

Do NOT upgrade the firmware wirelessly or disconnect device from power supply while firmware update is in process. Note that you need
to update the device's firmware via a wired connection.
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Appendix 1 Configure PC

In this section we explain how to configure your PC’s TCP/IP settings.

WIN7 OS
1. Click Start>Control Panel;

jr Getting Started

,;E_Zr Paint
@ Windows Media Center

Cel Calculator

Sticky Motes

C% Snipping Tool
% Remote Desktop Connection
Q,{ Magnifier

. Solitaire
' |

» All Programs

[EE

TendaWin/xbden

ccuments
Pictures
Pus=ic
Games
Cormputer

ntrol Fanel

Devices and Printers
Default Programs

Help and Support

| |Search programs an

2. Enter Control Panel and click Network and Internet;

5 » Control Panel »

| Shut down |

=% Wll search Control Panet

Adjust your computer's settings

["'P| System and Security
4.3 Review your computer's status %
#  Back up your computer
Find and fix preblems

Network and Internet
&h View network status and tasks
-~

IChoose homegroup and sharing options

View devices and printers 1L
Add a device

, / Hardware and Sound q

=7 Programs ol )
k A0 Uninstsll 2 program IU

Viewby: Category =

User Accounts and Family Safety
) Add or remove user accounts
) Set up parental controls for any user

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods
Change display language

Ease of Access
Let Windows suggest settings
Optimize visual display
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3. Click Network and Sharing Center;

@t’ @ v Control Panel » Network and Internet » - Search Control Panel ye

Control Pancl Higy LA Network and Sharing Center

—J View network status and tasks Connect to a network

Systermn and Security “ N . - .
View network computers and devices | Add a wireless device to the network
& Network and Internet

Hardware and Sound Q% HomeGroup

Choose homegroup and sharing options

Programs
User Accounts and Family e Inteme_t Options
Safety *—=| Change your homepage | Manage browser add-cns

Delete browsing history and cookies
Appearance and N

Personalization
Clock, Language, and Regicn

Ease of Access

4. Click Change adapter settings;

"‘:\",f :‘: < Metwork and Internet » Metwork and Sharing Center - Search Control Panel a

@

Control Panel Home . . . . .
View your basic network information and set up connections

hange adapter settings g | wr - A See full map
e &% @
ange advanced sharing

WINTXE4EM Unidentified network Internet

settings .
g (This computer)
View your active networks Connect or disconnect
% Unidentified network Access type: MNo network access
Public network Connections: [ Local Area Connection

5. Right click Local Area Connection and select Properties;

. -
"?-\'1"__ @« Metwork and Internet » Metwork Connections »

Organize « Disable this network device Diagnose this connection »
LocaIArlE '@' Disable
Connecti Status

Diagnose

'@ Bridge Connections

Create Shortcut

Delete
'@ Rename
'@ Properties
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6. Select Internet Protocol Version 4(TCP/IPv4) and click Properties;

7. Select Obtain an IP address

| 4 -
’2 " @ <« Metwork and Internet » Metwork Connections »
. . .

(S = Dhicalle i — - s

>
@ Local Area Connection Properties u

Netwarking

Connect using:
¥ Intel(R) PRO/1000 MT Metwork Connection

This connection uses the following items:

% Cliert for Microsoft Metworks

= 165 Packet Scheduler

g File and Printer Sharing for Microsoft Metworks

=i Intemet Protocal Version & (TCP/IPvE)

o tsmet Protocol Version 4 (TCP./1Pv4) |

—&. Link-Layer Topology Discovery Mapper 170 Driver
i Link-Layer Topology Discovery Responder

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

(AN CARCARCUN LRI

—

automatically and click OK to save the configurations.

Internet Protocel Version 4 (TCP/IPv4) Properties m

General | Alternate Configuration |

‘You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your netwark administrator
for the appropriate IP settings.

@) Obtain an IP address automatically
) Use the following IP address:

IP address:
Subnet mask:

Defaulk gateway:

i@ Obtain DNS server address automatically
i) Use the following DMS server addresses:

Preferred DMNS server:

Alternate DMS server:

Validate settings upon exit

[ ok || cancel |
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Windows XP OS

1. Right click My Network Places and select Properties;

My Metwark

Plangs

Open
Explore

Search For Computers,.,

Map Mebwork Drive. ..
Disconnect Netwark, Drive. .,

Create Shorkcut

Delete
Renarme

2. Right click Local and select Properties;

Properties

I-

LAM or High-Speed Internet

wity, and

Disable
Status
F.epair

Bridge Connections

conneckian,

Create Shortout

Delete
Rename

Properties
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3. Select Internet Protocol(TCP/IP) and click Properties;

r—— T

TR @

—+- Local Properties

General |Authenticatinn Advanced

Connect uzing:

B IntelR) PROA000 MT Metwark Con

Thiz connection uzes the following items:

.@DDS Packet Scheduler
S PPF over Ethernet Protocol
Internet Protocal [TCRARP)

[

||

| #

| =

[ Iztall... Properties

Descriphon

Tranzmizzion Control ProtocaldInternet Protocol, The default
wide area network, protocol that provides communication
acrozs diverse intercannected netwarks,

Show icon in natification area when connected
Matify me when thiz connection haz limited or no connechivity

4. Select Obtain an IP address automatically and click OK to save the settings.

Internet Protocol (TCP/IP) Properties

General | Alternate Configuration

Yau can get IP setkings assigned autamatically i vour nebwork supparts
this capahility, Otherwise, you need to ask vour network administrator
for the appropriate IP settings,

(%) obtain an IP address automatically
(") Use the Following IP address:

(%) Obtain DNS server address automatically
{71 Use the Following DMS server addresses:

[ Ok, l [ Cancel

]
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Appendix 2 Join a Wireless Connection

For wireless connection, desktop computers need to be equipped with wireless network cards first.

Win7 OS
1. Click Start>Control

Panel;

—

‘__—ir Getting Started

Sticky Motes

% Snipping Tool

% Remote Desktop Connection
oY

il Solitaire
By |

Magnifier

» Al Programs

| |Search programs and files

2. Click Network and Internet;

20)

[ » Control Panel »

Adjust your computer's settings

=
@
Find and fix problems

Network and Internet
&h onne o e Intern ’
==

View network status and tasks

System and Security
Review your computer's status
Back up your computer

Choose homegroup and sharing options

./ Hardware and Sound
View devices and printers
kg

Add a device

Programs

Uninstall a program

P

L

TendaWinTxG4en
Documents
Pictures

Music

Garnes

Computer

Control Panel
Devices and Printers
Default Programs

Help and Support

| Shut down | »

-

Search Control Panel pel

View by:  Category ~

User Accounts and Family Safety
#) Add or remove user accounts
'@' Set up parental controls for any user

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods
Change display language

Ease of Access
Let Windows suggest settings
Optimize visual display
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3. Click Network and Sharing Center;

'_’{‘-\_‘ " @ v Control Panel » Network and Internet » - Search Control Panel pe)

Control Panel Home

Systern and Security

¢ Network and Internet
Hardware and Sound
Programs

User Accounts and Family
Safety

Appearance and
Personalization

Ease of Access

Clock, Language, and Region

LA I\etgork and Sharing Center
Wiew work status and tasks | Connect to a network
View network computers and devices | Add a wireless device to the network

Q% HomeGroup

Choose homegroup and sharing options

h, Internet Options
—| Connecttothelnternet | Change your homepage | Manage browser add-ons
Delete browsing history and cookies

4. Click Change adapter settings;

'@ '@ = <« Metwork and Internet » Metwork and Sharing Center - Search Control Panel pel

Control Panel Home

Manage wireless networks

ange adapter settings

Change advanced sharing
settings

See also
HomeGroup
Internet Options

Windows Firewall

View your basic network information and set up connections

[b'& * %D See full map

WINTXG4EN Internet
(This computer)

View your active networks Connect te a network

You are currently not connected to any networks.
Change your networking settings

‘fi'- Set up a new connection or network
=

Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or
access point.

Connect to a network

‘?‘r.

Connect or reconnect to a wireless, wired, dial-up, or VPN network connection,

Choose homegroup and sharing options

&

Access files and printers located on other network computers, or change sharing
settings.

Troubleshoot problems

Diagnose and repair network problems, or get troubleshooting information,
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5. Click Wireless Network Connection accordingly and select Connect/Disconnect;

"fi:' - @ « Metwork and Internet » Metwork Connections » -

Organize » Connect To Disable this network device Diagnose this connectig

e A AW

W R 4@ Disable

Local Area Wirele i
Connection Metwi Connect / Disconnect
Connec FETE
Diagnose

'@? Bridge Connections

Create Shortcut

Delete
'@? Rename
'@' Properties

6. Select the network you wish to connect, such as Tenda-000090; According to different cipher types, here goes two situations:
A. If you have configured security key, click Connect;

Mot connected s °
I:E[!ﬂ Connections are available t
Wireless MNetwork Connection A
IP-COM-X3-0-xw-wds ml
tendacp !ﬂﬂ
AAAAAAAAAA ml
CCCCCCCCCCCc .l
Tenda_000030 ml
Connect automatically Compect

g

MUT_MTU_MTU ml

WMNAP-W2200 BEBEEE "
Open Metwork and Sharing Center
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When the following dialog box appears, it indicates connecting to the network;

Geﬁ@ information from Tenda_000090...

‘1'

Enter your security key and click OK;

e Cor

Type the network security key

Security key: T

Hide characters

| ok || cancel
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B. If you have configured security key, click Connect;

Mot connected  °
ﬂ Connections are available
Wireless Metwork Connection -

IP-COM-¥3-0-0m-wds

ull

tendacp

ol

2 EEREE

ALAAAAALAL

CCCCCCCCCCCC

]

Tenda_000020

u

Connect automatically Compect
lag®

MUT_MTU_MTU

=

1

WHNAP-W2200 8335888 |

Open Metwork and Sharing Center

When the following dialog box appears, it indicates connecting to the network;

Geﬁi@ information from Tenda_000090...

‘1‘

7. When displaying Connected, you have connected to network successfully.
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Appendix 3 FAQs

This section provides solutions to problems that may occur during installation and operation of the device. Read the following if you are running
into problems. If your problem is not covered here, please feel free to go to www.tendacn.com to find a solution or email your problems to:
support@tenda.com.cn or support02@tenda.com.cn. We will be more than happy to help you out as soon as possible.

1. Q: I entered the device’s LAN IP address in the web browser but cannot access the utility. What should I do?
a.Check whether device is functioning correctly. The SYS LED should blink a few seconds after device is powered up. If it does not light up,
then some internal faults may have occurred.
b.Verify physical connectivity by checking whether a corresponding port’s link LED lights up. If not, try a different cable. Note that an
illuminated light does NOT ALWAY'S indicate successful connectivity.
¢. Run the "ping 192.168.0.1" command. If you get replies from 192.168.0.1, open your browser and verify that Proxy server is disabled. In
case that ping fails, press and hold the "RESET" button on your device for 7 seconds to restore factory default settings, and then run
"ping192.168.0.1" again.

d. Contact our technical support for help if the problem still exists after you tried all the above.

2. Q: What should I do if I forget the login password to my device?
Reset your device by pressing the Reset button for over 7 seconds.

&Note:

All settings will be deleted and restored to factory defaults once you pressed the Reset button.

3. Q: My computer shows an IP address conflict error after having connected to the device. What should | do?
a. Check if there are other DHCP servers present in your LAN. If there are other DHCP servers except your router, disable them
immediately.
b. The default IP address of the device is 192.168.0.1; make sure this address is not used by another PC or device. In case that two
computers or devices share the same IP addresses, change either to a different address.

4.Q: I cannot access Internet and send/receive emails; what

should | do?

This problem mainly happens to users who use the PPPoE or Dynamic IP Internet connection type. You need to change the MTU size (1492
by default). In this case, go to “WAN Settings” to change the MTU value from default 1480 to 1450 or 1400, etc.

5. Q: How do I share resources on my computer with users on Internet through the device?
To let Internet users access internal servers on your LAN such as e-mail server, Web, FTP, via the device, use the "Virtual Server" feature. To
do so, follow steps below:
Step 1: Create your internal server, make sure the LAN users can access these servers and you need to know related service ports, for
example, port number for Web server is 80; FTP is 21; SMTP is 25 and POP3 is 110.
Step 2: Enter Port Forwarding (also called Port Range Forwarding on some products) screen from device web Ul.
Step 3: Complete the Start Port (also called External/Ext Port on some products) and End Port (also known as Internal Port on some products)
fields, say, 80-80.
Step 4: Input the internal server’s IP address. For example, assuming that your Web server’s IP address is 192.168. 0.10, then simply input it.
Step 5: Select a proper protocol type: TCP, UDP, or Both depending on which protocol(s) your internal host is using.
Step 6: Click Enable and save your settings.

For your reference, we collected a list of some well-known service ports as follows:

Server Protocol Service Port
Web Server TCP 80
FTP Server TCP 21
Telnet TCP 23
Net Meeting TCP 1503. 1720

File Send:6891-6900(TCP)
MSN Messenger | TCP/UDP | Voice:1863, 6901(TCP)
\Voice: 1863, 5190(UDP)

PPTP VPN TCP 1723
Iphone5.0 TCP 22555
SMTP TCP 25
POP3 TCP 110
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Appendix 4 Remove Wireless Network from Your PC

If you change wireless settings on your wireless device, you must remove them accordingly your PC; otherwise, you may not be able to
wirelessly connect to the device. Below describes how to do remove a wireless network from your PC.

If you are using Windows XP, do as follows:
1.  Right click "My Network Places" and select "Properties".

' Open
My Me Explore
=F  Search for Computers,..

Map Mebwork, Drive, ..
Disconnect Metwork, Drive, ..

Create Shorkcut
Delete
Rename

2. Click “Wireless Network Connection” and then select “Properties”.

LAN or High-Speed Internet
AR
.
oake EEE O
ocal Area rele - ’
Comecton B View Available Wireless Networks
Conne ‘
Repair
Bridge Connections
Create Shortcut
Rename
Properties
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3. Click "Wireless Networks", select the item under "Preferred networks™ and then click the Remove button.

-+~ Local Area Connection 2 Properties

General | WWirgless Metwors ,’-‘ujuancedl

[#]ise Windows to configures my wirsless network seftings:

Available networks:

To connect to. disconnect from, or find out mone infamation
about wireless networks in range, click the button belaw.

View VWireless Networks

Prefered netwaorks:

Automatically connect to available networks in the order listed
below:

1 Tenda_home {(Automatic) ovE

Add... ] [ Bemaove ] [ Properties ]
Leam about setting up wireless network m
configuration.

Lok || cancel

|

If you are using Windows 7, do as follows:
1. Click Network from your desktop and select Properties.

Disconnect network drive...

Create shortcut
Delete

Properties
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2. Select "Manage Wireless Networks".

3. Click the wireless connection

- Y@ AT e

G6-

4* » Control Panel » Network and Internet » Network and Sharing Center

~[4][ s

Control Panel Home

Change adapter settings TEST-PC Tendalkomie
Change advanced sharing (This computer)
settings

View your active networks
S Tenda_home
Public network

Change your networking settings

ﬁ. Set up a new connection or network

View your basic network information and set up connections

p {h See full map
x |
Internet

Connect or disconnect

Access type: No Internet access
Connections: !l Wireless Network Connection 8
(Tenda_home)

and select "Remove network".

g S & % sasnee

o
@Uv[‘ﬂﬂ] » Control Panel » Network and Internet » Manage Wireless Networks

Manage wireless networks that use (Wireless Network Connection 8)

Windows tries to connect to these networks in the order listed below.

Add  Adapter properties  Profile types  Network and Sharing Center

Networks you can view, modify, and reorder (2)

urity: W

~ Tenda_home
Ll

Tenda_AAAABA Security

connect
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Appendix 5 Safety and Emission Statement

Ce

CE Mark Warning

This is a Class B product In a domestic environment, this product may cause radio interference, in which case the user may be required to take
adequate measures. This device complies with EU 1999/5/EC.

NOTE: (1)The manufacturer is not responsible for any radio or TV interference caused by unauthorized modifications to this equipment.(2) To

avoid unnecessary radiation interference, it is recommended to use a shielded RJ45 cable.

S

FCC Statement
This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device may not cause harmful

interference, and (2) this device must accept any interference received, including interference that may cause undesired operation.

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of the FCC Rules. These
limits are designed to provide reasonable protection against harmful interference in a residential installation. This equipment generates, uses and
can radiate radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by turning the equipment off and on, the user is encouraged to try
to correct the interference by one of the following measures:
- Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that

to which the receiver is connected.
- Consult the dealer or an experienced radio/TV technician for help.
FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could void the user's authority to

operate this equipment.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

The manufacturer is not responsible for any radio or TV interference caused by unauthorized modifications to this equipment.

Radiation Exposure Statement

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and

operated with minimum distance 20cm between the radiator & your body.

NOTE: (1) The manufacturer is not responsible for any radio or TV interference caused by unauthorized modifications to this equipment.(2) To

avoid unnecessary radiation interference, it is recommended to use a shielded RJ45 cable.

NCC Notice

KA AR 2R S AH TR, AEH T, A F. FSREE A AR B AR KT 2R B T BT R K R
RIS TE A VB FANG 2 BN 2 4 SO Al ST A WISy, BN, No o 2 M BB 1948 .
AV, RKEEHEEEZ MAERS. KR MAEMER R ALEEE I 3E . B2 R B0 vE D S 1 rE M Al < o b
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